
Integrity Verification for Path 
Oblivious-RAM (in Ascend) 
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Address sequence: 0x00, 0x01, 0x02 … 
 
Address sequence: 0x00, 0x00, 0x00 …  

for i = 1 to N 
      if (x == 0) 
            sum += A[i] 
      else 
            sum += A[0] 
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